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This XONTRO newsletter provides information covering the following issue: 

 

· Change of SECU password rules beginning 17th September 2022 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Disclaimer: 

The Newsletter distributed herein should be regarded as an information supplementary to the product documentation of a system either 
operated by or technically accessible via the “BrainTrade Gesellschaft für Börsensysteme mbH, Börsenplatz 4, 60313 Frankfurt Main, 
Germany” company. 

These Newsletters are therefore only distributed via e-mail among the BrainTrade system users resp. their service providers. The 
newsletter subscription may be revoked at any time via e-mail to be sent to “trade(at)xontro.de” or by telephone using the direct number 
+49-(0)69-589978-110. 
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1. Change of SECU password rules beginning 17th September 2022 

As of 17th September 2022, the password change rules along with the logon procedure will be 
modified within the XONTRO system. For all password changes, alphabetical plus numerical 
characters, as well as certain special characters, will have to be used. The length of the password 
will remain unchanged having eight characters. Participants whose password will expire after 17th 
September 2022 will have to change it according to the new rules along with the next rotational 
password change. An additional password change on 17th September 2022 will not become 
necessary. 

The new password rules will be valid for the 3270 IBM dialog system, for SAKI-SWIFT and SAKI 
FIX for banks, as well as for the SAM broker interface. 

The planned special characters for SAKI-FIX and for the 3270 IBM dialog system are: 
. < ( + $ * ) ; - / , % _ > ? # = 

For SAKI-SWIFT, only the special characters listed below are permitted. Not all special characters 
are allowed in the SWIFT interface. The following characters are permitted in SAKI-SWIFT: 

.   ( +     )   - / ,       ?     : , ' 
 

In all applications are allowed 
.   ( +     )   - / ,       ? 

 

All SECU administrators of all institutes will be briefed by Deutsche Börse AG separately. 

From today onwards, it is already possible to use the new rule. 

As of now, the new password rules may already be tested in our simulation enviroment IMS27. The 
already existing standard password "BT111111" will, however, not be changed by then. 

In order to test the alphanumeric password, it is necessary to change the actual password 
manually to an alphanumeric value. After logoff it will then be possible to test an alphanumeric 
logon. 

As of 17th September 2022 18th July 2022, all standard passwords in our simulation enviroment 
IMS27 will be changed from "BT111111" to "BT#11111". 

Within the IMS27, it is important to consider the special feature that a password change during 
normal trading hours will be reset over night to the standard password. 

All XONTRO particpants are kindly urged to extensively test this new feature. 

In the case of further questions, the SECU-Helpline of Deutsche Börse AG via e-mail address: 
secuadmin@deutsche-boerse.com may be contacted. 
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